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Abstract—Existing methods for knowledge discovery in the Web are mostly server-oriented and approaches taken are affected by the use of specific web servers. As a result, it is difficult to capture individual Web user behavior from the current log mechanism. As an effort to remedy this problem, we develop in this paper methods for design and implementation of an access pattern collection server to conduct data mining in the Web. We also devise an innovative method, called page conversion, which converts the original Web pages to encrypted ones so that the devised data collection mechanism will not be deliberately bypassed. With the concept of page conversion, the methods we proposed involves a mechanism of software downloading to resolve the difficulty imposed by proxy servers and to effectively capture the Web user behavior. Using the devised mechanism, traversal patterns are generated and compared to those produced by the ordinary Web servers to validate our results. It is shown that the traversal patterns resulting from the devised system are not only more informative but also more accurate than those generated by ordinary Web servers, showing the importance and the usefulness of the mechanism devised.

I. Introduction

Capturing user behavior on the Web is essential for planning new services and applications. A typical approach in the field of web mining is to collect log files in a server and perform data mining on the collected data. However, this approach is not always practical. For example, in the case of a large enterprise, it may not be feasible to collect and analyze data from all the servers in the organization. In such cases, it is necessary to develop a method to collect data from a subset of servers. This paper describes such a method.

The basic idea is to use a middleware layer to intercept requests and responses between the web server and the client. The middleware layer can be implemented using a variety of technologies, such as proxies, load balancers, and application gateways. The key advantage of this approach is that it is relatively easy to implement and does not require any modification to the existing web servers. In addition, it allows for fine-grained control over the data collected, as the middleware layer can be configured to collect specific types of information, such as the user's IP address, the time the request was made, and the URL of the requested page.

The middleware layer intercepts HTTP requests and responses and modifies them in a way that makes it possible to collect data about user behavior on the Web. For example, the middleware layer can be configured to add a timestamp to each request, so that the time the request was made is recorded. Similarly, the middleware layer can be configured to add a user ID to each request, so that the identity of the user can be tracked.

The data collected by the middleware layer can be used to perform a variety of tasks, such as user profiling, content personalization, and advertising. For example, by analyzing the user's behavior on the Web, it is possible to identify groups of users with similar interests, and to tailor the content on the website to suit those interests. Similarly, by analyzing the user's behavior, it is possible to target ads to specific groups of users, which can be more effective than random targeting.

The middleware layer can also be used to collect data that is not available from the server logs. For example, the middleware layer can be configured to record the user's screen size and resolution, which can be useful for optimizing the layout of the website for different devices. Similarly, the middleware layer can be configured to record the user's browser type and version, which can be useful for testing the website on different browsers.

In summary, the middleware layer provides a flexible and powerful tool for collecting data about user behavior on the Web. By intercepting HTTP requests and responses, it is possible to collect data that is not available from the server logs. This data can be used to perform a variety of tasks, such as user profiling, content personalization, and advertising. The middleware layer is easy to implement and can be configured to collect specific types of information, making it a valuable tool for web mining.
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Capturing User Access to Web Servers

A. Mining on Logs from Ordinary Web Servers
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